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From: Northamptonshire Neighbourhood Alert <alert@neighbourhoodalert.co.uk>
Sent: 24 November 2022 15:55
To: HLTParishClerk@outlook.com
Subject: Fraudsters stole £15.3m from Christmas shoppers last year [#58172123]

 

 

 

  

  

Fraudsters stole £15.3m from Christmas 
shoppers last year  
 

 

 

New figures revealed victims of online shopping scams lost on average £1,000 per person 
during last year’s festive shopping season. 

  

The figures, which come from reports made to Action Fraud and analysed by the National 
Fraud Intelligence Bureau (NFIB), showed that shoppers across England, Wales and 
Northern Ireland were scammed out of £15.3m between November 2021 and January 
2022, and that the age group most likely to fall victim was 19 to 25-year-olds. 

  

Scams ranged from one shopper losing more than £150 trying to purchase a mobile phone 
on social media to another being duped out of more than £7,000 during an attempted 
online campervan purchase. Meanwhile, another victim lost almost £500 when trying to 
buy shoes on a social media platform, and a fourth lost £145 trying to make a similar 
purchase. 

  

Top tips to shop online securely this festive season: 

  

Action Fraud and the National Cyber Security Centre (NCSC) are urging online shoppers to 
protect their accounts, check before they buy, and use secure payment methods in order to 
stay ahead of the threat from criminals this shopping season: 

  

  Protect your accounts: set up 2-step verification and use three random words passwords 
to prevent cyber criminals from gaining access to your shopping, bank or email accounts. 
  Choose carefully where you shop: Research online retailers, particularly if you haven’t 
bought from them before, to check they’re legitimate. Read feedback from people or 
organisations that you trust, such as consumer websites. 
  Pay securely: Use a credit card when shopping online, if you have one. Most major credit 
card providers protect online purchases and are obliged to refund you in certain 
circumstances. Using a credit card (rather than a debit card) also means that if your 
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payment details are stolen, your main bank account won’t be directly affected. Also 
consider using a payment platform, such as PayPal, Google or Apple Pay. And whenever you 
pay, look for the closed padlock in the web address bar – it means your connection is 
secure. 

  

For more advice on how to shop online securely this festive season, visit: 
https://www.ncsc.gov.uk/guidance/shopping-online-securely 

  

(If you found this information useful, please forward it to friends, family members and 
colleagues) 

   

 

Message Sent By 
Action Fraud 
(Action Fraud, Administrator, National) 

 

 

To reply or forward please use the below or these links: Reply, Rate, Forward / Share. 

 

 

 

 

 

 

 

  

To login to your account click here, to report a fault click here, or unsubscribe 

 

  

 

 

You are receiving this message because you are registered on Northamptonshire Neighbourhood Alert. Various 
organisations are licensed to send messages via this system, we call these organisations "Information Providers". 
Please note that this message was sent by Action Fraud (NFIB) and that Action Fraud (NFIB) does not necessarily 
represent the views of Northamptonshire Neighbourhood Alert or other Information Providers who may send you 
messages via this system. 
 
You can instantly review the messages you receive and configure which Information Providers can see your 
information by clicking here, or you can unsubscribe completely, (you can also review our terms and conditions 
and Privacy Policy from these links). 
 
This email communication makes use of a "Clear Image"(gif) to track results of the email campaign. If you wish to 
turn off this tracking for future emails, you can do so by not downloading the images in the e-mail itself. All links in 
the body of this email are shortened to allow click through monitoring. 
 
VISAV Limited is the company which built and owns the Neighbourhood Alert platform that powers this system. 
VISAV's authorised staff can see your data and is registered with the Information Commissioner's Office as the 
national Data Controller for the entire database. VISAV needs to see your data in order to be able to manage the 
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system and provide support; it cannot use it for commercial or promotional purposes unless you specifically opt-in 
to Membership benefits. Review the website terms. 

 

 

 


